NOWTrak TagWriter Software Installation

CAUTION: NOWTrakCSP must be installed by a user with computer
administrative privileges.

Load the NOWTrakCSP V4.2.0.0 CD into the CD-ROM drive.

Using Windows Explorer, locate the drive containing the NOWTrakCSP CD.
Double-click on the NOWTrakCSP CD to reveal its contents.

Double-click on the NOWTrakCSPSetup.bat to be installed. The following
graphic will be shown:
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Welcome to the NOWTrakCSP Setup Wizard _

The installer will guide you through the steps required to install NOW TrakCSP on your computer.

WARNING: This computer program is protected by copyright law and intemational treaties.
Unauthorized duplication or distribution of this program, or any portion of it, may result in severe civil
of criminal penalties, and will be prosecuted to the maximum extent possible under the law.

Cancel Back i ' MNext » I
Click on “Next” to continue.

The wizard will now prompt you for User Information.

Type in the appropriate name in the space for “Name.”

Type in your organization’s name in the space for “Organization.”
Click on “Next” to continue
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Customer Information (e

Enter your name and company or organization in the box below. The installer will use this information
for subsequent installations.

Narme:

lenlegris

Organization:

Q.

10. The wizard will now prompt you to confirm the Destination Folder. The
folder “C:¥Nowtrak CSP¥" will be in the “Destination Folder” box. This is the
correct folder.

2N
Select Installation Folder .l

The installer will install NOWTrakCSP to the following folder.

To install in this folder, click “Next". To install to a different folder, enter it below or click “Browse".

< iC:\NEI‘W'T rakCSPY ) Browse...

Disk Cost...

Install NOW Trak CSP for yourself, or for anyone who uses this computer:

(®) Everyone
O Justme

Cancel < Back | Next > |

11. Select “Everyone”
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12. Click on “Next” to confirm and continue.
13. The wizard is now Confirm Installation.

2

Confirm Installation

The installer is ready to install NOWTrakCSP on your computer.

Click "Nest" to start the installation.

14. Click on “Next” to continue.
15. The wizard will now show installation progress.

b4
Installing NOWTrakCSP 7

NOWTrakCSP is being installed.

Please wait...

Cancel Back MNext
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16. The wizard will now prompt you to install DHCP Server service.

8N
Installing NOWTrakCSP el

NOWTrakCSP is being installed.

Please wait

Do want to install the DHCP server as a ‘Windows
- NT; Sservice?
2) DN

Yes No |

™ Don't ask this question again

Cancel < Back Next >

17. Select “Yes” to continue.

b A
Installing NOWTrakCSP -

@\
NOWTrakCSP is being installed

Please wait... | |
__fenove |
st |

stop |
Running V4200

Cancel < Back Next >
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18. DHCP server will start after install was done, Click “X” to close window.
19. The wizard will now inform you that NOWTrakCSP has been successfully
installed.

i

Installation Complete

NOWTrakCSP has been successfully installed.

Click "Close" to exit.

Q.

Cance Back Close

20. Click on “Close” to complete the installation and close the wizard.
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Confirmation of Installed program

1. Following 3 shortcuts are created on the desktop.

EthernetCo...

NOWTrakCSP

2. Following 3 programs are registered to Start menu

E
l Entegris
New
| m | dhcpsrv
e ‘Et'}:hlernelCommumcatlon Manager

| NOWTrakCSP

l RAS Console

S

p Search
Q Settings

w

L i
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Windows Firewall setup procedure for NOWTrakCSP

CAUTION: Please contact your IT department if your PC installed different
security program instead of Windows Firewall.

1. Open “Control Panel” in the Start Menu.

Search

Settings

Windows Accessories
Windows Administrative Tools
Windows Ease of Access
Windows PowerShell
Windows Security

Windows System

Command Prompt

D
£
w
B
L
w
L
n
B

Control Panel
File Explorer
Run

Task Manager
This PC

Windows Administrative Tools

it by B B D

2. Select “System and Security” on the control panel.
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[E3 Control Panel

4 3> Control Panel >

Adjust your computer's settings

System and Security

Review your computer’s status

Save backup copies of your files with File History
Backup and Restore (Windows 7)

Network and Internet
Connect to the Internet
View network status and tasks

/ Hardware and Sound
View devices and printers
Add a device

Programs

Uninstall a program

v O
View by:

Category ¥

User Accounts
© Change account type

Appearance and Personalization

Clock and Region
Change date, time, or number formats
Ease of Access

Let Windor
Optimize

s suggest settings
wal display

@EaER

3. Select “Windows Defender Firewall”.

®

« 3>« 4 ‘ » Control Panel » System and Security

Control Panel H . .
ontretfaneifome Security and Maintenance

* System and Security

Review your computer's status and resclve issues

Search Control Panel

v O

G Change User Account Control settings

Troubleshoot common computer problems

L |
Appearance and

S See the name of this computer
Personalization

Power Options
Change what the power buttons do

Clock and Region
Ease of Access

File History

Backup and Restore (Windows T)

BitLocker Drive Encryption
Manage BitLocker

Storage Spaces
Manage Storage Spaces

Work Folders

Metwork and Internet
Hardware and Sound Windows Defender Firewall
Check firewall status | Allow an app through Windows Firewall
Programs
User Accounts System

View amount of RAM and processor speed

Save backup copies of your files with File History

Q Allow remote access | Launch remote assistance

Change when the computer sleeps

Restore your files with File History

Backup and Restore (Windows 7)

Restore files from backup

below.

Make sure Windows Firewall is ON. If not, no need to do further action listed
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A
« v P 9 > Control Panel > All Control Panel tems > Windows Defender Firewall v @ Search Control Panel
Help protect your PC with Windows Defender Firewall

Control Panel Home
Windows Defender Firewall can help prevent hackers or malicious software from gaining access to your PC

Allow an app or feature through the Internet or a network.
through Windows Defender
Firewall .
l g Private networks Not connected
G Change notification settings
& Turn Windows Defender l v Guest or public networks Connected

Firewall on or off

9 Restore defaults Networks in public places such as airports or coffee shops

Advanced settings
9 " "3 Windows Defender Firewall state: On
Troubleshoot my network . . .
Incoming connections: Block all connections to apps that are not on the list
of allowed apps
Active public networks: ™ Unidentified network
Netification state: Notify me when Windows Defender Firewall blocks a
new app

5. Select “Allow an app or feature through Windows Defender Firewall”.

« v P 9 > Control Panel > All Control Panel tems > Windows Defender Firewall v @ Search Control Panel

Control Panelbiome Help protect your PC with Windows Defender Firewall

Windows Defender Firewall can help prevent hackers or malicious software from gaining access to your PC

Allow an app or feature through the Internet or a network.
through Windows Defender
Firewall .
l g Private networks Not connected
G Change notification settings
& Turn Windows Defender l v Guest or public networks Connected

Firewall on or off

9 Restore defaults Networks in public places such as airports or coffee shops

Advanced settings
9 " "3 Windows Defender Firewall state: On
Troubleshoot my network . . .
Incoming connections: Block all connections to apps that are not on the list
of allowed apps
Active public networks: ™ Unidentified network
Netification state: Notify me when Windows Defender Firewall blocks a
new app

6. The screen show “Allow an app or feature through Windows Defender
Firewall”. Click “Allow another app” to add program.
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Q Allowed apps —

- v A @@ « AllControl Panel ltems > Windows Defender Firewall > Allowed apps v @O | Search Control Panel

Allow apps to communicate through Windows Defender Firewall

To add, change, or remove allowed apps and ports, click Change settings.

What are the risks of allowing an app to communicate? &) Change settings
Allowed apps and features:

Name Private  Public *

%) AlUoyn Router =]

[ BranchCache - Content Retrieval (Uses HTTP) ) O
[ BranchCache - Hosted Cache Client (Uses HTTPS) [m] o
[ BranchCache - Hosted Cache Server (Uses HTTPS) [m] a
[ BranchCache - Peer Discovery (Uses WSD) [m} [m]
(4 Captive Portal Flow = ]
Cast to Device functionality
B4 Connected Devices Platform =
(4 Core Networking = ]
Cortana
[ Delivery Optimization =]
[ Desktop App Web Viewer ] | = .
Details... Remove
0K Cancel

[m]

o

7. Click “Browse” to select program.

Select the app you want to add, or dick Browse to find one that is not
listed, and then dick OK.
Apps:
Path: Browse...
What are the risks of unblocking an app?
You can choose which network types to add this app to.
Network types... Add Cancel

8. Select dhcpsrv in the C:¥ECM, then click “Open”.
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o Browse

X
<« v 4 « Local Disk (C:) > ECM v Search ECM P
Organize v New folder =~ 1 @
A
InstallerNOWTra # Name Date modified Type
System Database 4/20213:16PM  File folde
B This PC 2 dhcpsrv.exe 9/23/20211:177PM  Applicati
’ 3D Objects & EthernetCommunicationManager.exe 9/23/2021 1:30 PM Applicati
I Desktop
%] Documents
& Downloads
D Music
& Pictures
B videos

‘s Local Disk (C:)

@ Network v £

File name: vl Applications (*.exe;*.com;*.icd) v

9. Make sure “DHCP Server for Windows” exist in the list, then click “Add”.

Add an app X
Select the app you want to add, or dick Browse to find one that is not
listed, and then dick OK.
A

2 |pHcP server |
Path: I C:\ECM\dhcpsrv.exe l I Browse... I

What are the risks of unblocking an app?

You can choose which network types to add this app to.

T =

10. Repeat step 6~9 to add “EthernetCommunicationManager in the C:¥ECM.
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11. Return to “Allow an app or feature through Windows Defender Firewall”.
Make sure added program exist in the list, then click “OK”.

& Allowed apps - O

« v 4 @ « AllControl Panelltems > Windows Defender Firewall > Allowed apps v & | Search Control Panel

Allow apps to communicate through Windows Defender Firewall
To add, change, or remove allowed apps and ports, click Change settings.

What are the risks of allowing an app to communicate? G Change settings

Allowed apps and features:

Mame Private  Public *

M Cortana ]
[ Delivery Optimization

lUHCP Server

bl DiagTrack
M DIAL protocol server
[ Distributed Transaction Coordinator

' E Ethernet Communication Manaaer

[v]
[ |

DO0OpPRORRIORE R
O

) |
[OIFile and Printer Sharing O
[JFile and Printer Sharing ever SMBDirect O
[0 HomeGroup [
Details... Remove

Allow another app...

12. Click “X” to close “Windows Defender Firewall”
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Ethernet connection between RFID Box and PC

CAUTION: Network setting change must be handled by a user with

computer administrative privileges. (Screen shots in this section are
Windows 7 base.)

1. SetIP address and Subnet Mask of Network Interface Card as followed.
IP address : 192.168.20.2
Subnet Mask : 255.255.255.0

7

Internet Protocol Version 4 (TCP/IPv4) Properties M

General \

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

() Obtain an IP address automatically

@) Use the following IP address:
IP address:

Subnet mask:

Default gateway:

Obtain DNS server address automatically
(@) Use the following DNS server addresses:

Preferred DNS server:

Alternate DNS server:

[C¥zlidate settinas upon exit

@:'OK || cancel |

2. Connect Ethernet cable to Ethernet port on the PC and another end connect to
Ethernet port marked “INPUT” on the RFID Box.
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Turn power on RFID Box. Status LED will change from red to yellow. Yello LED
mean communication is established.
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Work instruction for setting ETHERNET COMMUNICATION MANAGER
(ECM):

1. Double click EthernetCommunicationManger.exe in the C:\ECM folder. (ECM
screen will be displayed and hidden immediately.)
Select EthernetCommunicationManger.exe and right click to add to Startup
Press the Pick-Me (S2) switch on the RFID box (401212).
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4. A dialog will pop up on the screen showing the MAC address of the board and the
IP address to be assigned.

5. Click the “Add a New Board” to add the board to the list of registered boards in the
ECM.

r : ™y
Board Registration Dialog @

IP Address: 192.168.20.199
MAC Address: 00:20:cf:02:12:31

The registration button was pressed on a NOWTrak
Ethernet board. The board at this IP address is not in
the registration database. What would you like to do?

[ Add A New
"@D Board

A

Replace An

Existing Board

Activity

Ignore The ‘

6. Input Board Name then click Accept.
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Note:  Use the slot number or label name of the box as the board name. Example
“Slot 100“

Add a new board dialog [

IP Address: 192.168.20.199
MAC Address: 00:20:cf:02:12:31

Select a Slot to assign to the board at this IP
address and press 'OK’ or press 'Cancel’ for
other options.

slot [100

 —

Board Name <|S|0t 100/ )

Accept Cancel |

7. When complete press DONE to exit the ECM manager.

~Registered Boards
Delete Board
100 192.168.20.199 00:20:cf:02:12:31  Slot 100

Delete All Boards

~Version————
4.1.0.0 ‘

~Historical Activity

03.02.2018 16:33:38, Added a new board - 192.168.20.199
03.02.2018 16:30:32, Picked me pressed - 192.168.20.199 -> 00:20:cf.02:12:31
01.19.2018 17:43:14, Deleted all boards
12.22.2017 16:13:42, Picked me pressed - 192.168.20.200 -> 00:40:90:43:36:97
12.18.2017 17:31:54, Added a new board - 192.168.20.199
12.18.2017 17:31:43, Picked me pressed - 192.168.20.199 -> 00:20:ct02:12:31
12.07.2017 16:30:22, Added a new board - 192.168.20.200
12.07.2017 16:30:09, Picked me pressed - 192.168.20.200 -> 00:40:90:43:36:97
12.07.2017 16:47:08, Ilgnored activity - 192.168.20.100
12.07.2017 164657, Picked me pressed - 192.168.20.100 -> 00:40:90:33:32.7a
Read TR [
e - 4
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NOWTrakCSP initial setup — Control point setup procedure

1. Connect tag writing head (Wand) to CH1 LED / RF port on the RFID box. (Only
CHL1 is applicable for tag writer software).

2. Start NOWTrakCSP program by double clicking shortcut on the desktop.
3. Move to “Setup” tab.
4. Click “Select New Control Point”.

[ (CSP 5 I
@ waiting For Tag Tag Data Filename: e
©) Tag Found

® tag wiite Success
0 Tag Write Failure

Tag Data Setup I Alerts | Diagnostics ] Administration |

~Read / Write mode———————————  ~Read tag csv file before write [~ Bottle Number
Read Tags Enable
Validate Tags Disable Change Bottle Number
~Input triggers tag write
- Bottle numbering disabled — I 0
Enable
[~ Prompt user before rewrite [~ Control Point
Disable

Reader Slot 100

iSelect New Control Point

Ready [ [ o
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5. Select “Reader slot 100” in the pop-up window then click “OK”.

<l Reader Slot 100

@ OK Cancel

6. Tag writer program is ready for use now.

End of Document
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